I. Sat

Tyche Industries Limited (Company) and
15DD) pursuant 10 provisions of Regul
Prohibition of Insider Trading) Regulations, 2015 (PIT Regulations);

COMPLIANC 1

Tyche Industries Limited

(Purstant ro Securities and Exchange Board of India (Prohibition of Insider Trading) Regulations, 2013)

va Ranjan Jena, Compliance Officer

; i { i liance requirement of
of the company, have examined the following comp res
certify that the Company has maintained a Structured Digital Database
ation 3(5) and 3(6) of Securities und Exchange Board of India

Sr. | Compliance Requirement ’ Yes/No | Observation/ Remark
- No |
| 1. | Whether the Company has a Structured [}igifal Database in | Yes Complied
L A
2. | Whether control exists 45 10 who can access the SDD for read’ | Yes Complied
| write alongwith the names and PAN of such person? . e
3. | Whether all the UPSI have been captured in the Database. | Yes Complied
[ | It not details of events that have not been captured and the
L» reason for the same? ¢ &
{ 4 | Whether the recipient were upfront informed that the | Ves | Complied
’ information which they will be receiving shortly is UPSI and
the entry has been capured in the Database prior o
:I forwarding the UPSI data, If not details of events that have not
[Ias l_hE‘-“.er.‘id and the reason for the same?
3. | Whether nature of UPSI have been capluredalongwith date | Yes Complied
B e 2 : g
iI 6. | Whether name of persons who have shared the mformation | Yes ‘ Complied
i has been captured along with P AN or any other identitier? | el [l ¥,
,r 7. | Whether name of persons with whom information is shared | Yes T Complied
| has been captured along with PAN or any other identitier? i S e "
{8 | Whether the database has been maintained internally? Yes Complied
|___9:_“\\_'h_|;[_h_e_r audit trail is maintained? Yes Complied
10.] Whether time stamping is maintained”? e e e Complied
H.| Whether the database is non-tamperable? 2. Inly Yes Complied :
12.| Any other measures Lo ensure non-tamperabilily of the | Yes Company has tuken

Database?

appropriate  measures Lo
ensure non-tamperability of
the Database.




